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1. Introduction
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1.1 Document overview

| About this document

This document will have the reader go through a couple of sample scenarios in
order to learn more about the Role based access restriction function.

Scenario 1 will have to user experience RBAC for Menus.
Scenario 2 will have the user experience RBAC for data records.

EXEStI'O Management Console

IT Automation

= Menu DASHBOARD

Menu group

System settings

Menu group list
Menu list
Role fist

User list

Role - Menu link list

Role - User link list

File delete list

EEEE;
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2. Scenario 1
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2.1 Operation environment

| Environment
The following is required in order to finish this document’s scenarios.
You will need 1 server.

Client device CentOS 7.8
- Windows10
- Google Chrome

1.10.0
—
ITA server
- ITA 1.10.0 Windows10

- Ansible 2.11.10

Google Chrome

Exastro IT Automation

%1 In this scenario, the host server will be running CentOS7. However, ITA can be implemented to any
RHEL7 or RHELS8 type OS.



2.2 RBAC for Menus scenario (1/2)

| Scenario

This scenario will have the reader use the Management console -> Menu link list
function to control RBAC for different menus.

@ User 1 is linked to Role A and Role B, meaning that they can edit contents in
both the “Operation list” and the “Device list”.

@ User 2 is linked to Role B, meaning that they can edit in “Device list”.
® User 3 is linked to Role C, meaning that they can view in the “Device list”.
@

User 4 is not linked to any role, meaning that they cannot view any of the

Edit
------- View

Menus.

Basic console:
Operation list

Basic console:
Device list

0
M < User 4 is not linked to any role, meaning that they
user4 Cannot see or change data.



2.2 RBAC for Menus Scenario (2/2)

| Scenario procedure

2.3 Create and register new users
2.4 Create and register roles
2.5 Link roles and menus

2.6 Link roles and users

2.7 Register data in the “Device list”
and “Operation list” menus.

2.8 Check RBAC



2.3 Create and Register new users

| Create and register new users Create and register new users

In order to check the different access permissions, Create and register Roles
we will create 4 different users.

Menu: Management console > User list
@ Register > Start registration Link Roles and Users
@ Follow the table below and press “Register”

EX&SU,O Management Console
IT Automation

= Menu

Link Roles and Menus

Register Device/Operation list

Check access permission

Description n

TVOpe
Display filter . .
Login ID Login PW
List/Update

Rt userl (Free field) Test1

user2 (Free field) Test2
N B user3 (Free field) Test3
Role - User link list - l ,___‘

user4 (Free field) Test4

*Remember the Login ID and password

Download all and edit file uploads

Role information



2.4 Create and register roles

I Create and register roles Create and register new users
Create and register the roles that controls user access Create and register Roles
Link Roles and Menus
Menu: Management console> Role list
@ Register > Start registration Link Roles and Users
@ Follow the table below and press “Register”

Eﬁ%?nggg Management Console

User name [System A
Login ID [a
nge password

- Role name
= Menu

Description R I A
Main menu

ole
Display filter

List/Update RO I e B

Register Device/Operation list

Check access permission

Download all and edit file uploads

rma wOpen
Menu information vOpen
C wOpen

Exastro 10




2.5 Role - Menu link

I Link R0|e and menus Create and register new users
Link menus to the different roles and select permission type

Menu: Management console> Role - Menu link list
@ Register > Start registration
@ Follow the table below and press “Register”

User name [System Administrator
EXEStI'O Management Console Login ID [administrator

IT Automation

= Menu
Description

Display filter
List/Update

Register

o Item Role (ID: Name rIEn \
S ﬂ Role name | Menu group: Menu Associate

Role A Basic console: Edit
Operation list

Download all and edit file uploads Role B BaS|C COﬂSOle : Edit
Trace history DeVICe ||St

Single-sign-on Attribute
Preference

Role C Basic console: View
Device list

Exastro




2.6 Role - User link

| Link Role and user information
Link a roles to the different users

Menu: Management console> Role - User link list

@ Register > Start registration

@ Follow the table below and press “Register”

EXaStr® Management Console e

IT Automation

= Menu

Description
Display filter

List/Update

Create and register new users

Create and register Roles

Link Roles and Menus

Link Roles and Users

Register Device/Operation list

Check access permission

| Role A userl
Role B userl [ )
Role B user2 [ )
Download all and ecit file uploads Role C user3 [ )

Trace history

VOpen
\
Register Role DEfa u It daccess
Ttem No. name’ User ID: Login Default access permission ﬂ name permiSSion
e . - - =N o

Selecting "@" for "Default access permission”
will make the registered access permission default to
the role when registering new data.

Exastro




2.7 Device list/Operation list registration(1/2)

| Register new data in the Device list menu. Create and register new users

The following must be done while logged in as Administrator.
Register a new item in the Device list.
This allows us to check the access
permissions for the different users.
Do not set access permission roles in this step.
Menu: Basic console > Device list

@ Register > Start registration

@ Follow the table below and press “Register”
Eﬁiﬁg!}g Basic Console Seerneme |

Display filter

List/Update

EtherWakeOnLan
item number device type st name IP address e e — Login user ID Last update date/ti Last updated by
Auto-input . |auto-input Auto-input
© :
HW device type | Host nhame IP address

sV (Free host name) (Free IP address)

Download all and edit file uploads




2.7 Device list/Operation list registration(2/2)

I Reg ister new Ope ration Create and register new users

The following must be done while logged in as Administrator.
Create a new operation.
This allows us to check the access
permissions for the different users.
Do not set access permission roles in this step.
Menu: Basic console > Operation list

@ Register > Start registration
@ Follow the table below and press “Register”

EXastro Basic Console

IT Automation

Display filter

Device list

List/Update

Register

nnnnnnnnnnnnnnnnnnnn '€ ywm— _
Scheduled execution date
I name
e et e OP1

(Free field)
oP2 (Free field)

Download all and edit file uploads




2.8 Check access permission(1/12)

I Cha nge aCCou nt Create and register new users

Log out from the Admin account and log in as the different Create and register Roles
users we created earlier in chapter 2.3

Link Roles and Menus

Link Roles and Users
0 EXastro
IT Automation

Login

Register Device/Operation list

Check access permission

userl

Password

(Password input in chapter 2.3)

Exastro




2.8 Check access permission(2/12)

I Config ure new pa SSWO rd Create and register new users

Users will be asked to create a new password Create and register Roles
when logging in for the first time.

Log in and create a new password for all the users.

Link Roles and Menus

Link Roles and Users

0 EXastro
IT Automation

Register Device/Operation list

Change password

Login ID  usel

Check access permission

rl

Old password | | Q‘

New password

New password
(re-enter)

Login ID

userl

Old password

(Password input in chapter 2.3)

New password

(Free value)

New password (re-enter)

(Free value)

Exastro




2.8 Check access permission(3/12)

Create and register new users

| Check User 1's access permissions

Log in as User 1 and check the access permissions

@ Check that the Login ID is “userl” _
and the Login user is “Test1” in the upper right corner. Link Roles and Menus

@ Press roll button to see “Role A” and “Role B” is displayed

Create and register Roles

Link Roles and Users

Register Device/Operation list
EXastro gasic console
IT Automation

Menu DASHBOARD = Check access permission

Work histary

Press role button to check role tied up with login user

Exastro




2.8 Check access permission(4/12)

| Check User 1's access permissions Create and register new users
Log in as User 1 and check the access permissions
Menu: Basic console > Operation list
@ Display filter > Press “Filter”
3 Check that device list are displayed and that you can edit them

£DPEXaso mxa>y—)

IT Automation o-i
= Menu

AAAZT—

wR—s

EtheriWakeOnLan

PP RLA BEEHER
MACF FL-A *y hI—27F

ELESET v ~

¥ FILFDBRE ¥ T BRE ¥ FILEFDBRE ¥ TILEDBRE v ATy v ILAGESE

Z1ILETUT

[ EET SR

EtherWakeOnLan OO

BE £2 S5 Rt ERSXAFLARE  mwEZER AR IPFRLR - - 024> BESHOR BEENE
BRN  mcPRLR &y NI—SF/ARE ER  OJ1>

=B 0s 10.166.10.100 || EEON k5431 2002 /01/04 16:42:18| LAT LBITE|
5

J-LSERAR: 1

— Users with "Can maintain” displayed in
- the link settings are able to edit.
(See more information on slide 22.)
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2.8 Check access permission(5/12)

I CheCk User 1'S access permiSSionS Create and register new users

Log in as User 1 and check the access permissions
Menu: Basic console > Operation list
@ Display filter > Press “Filter” Link Roles and Menus

® Check that both OP1 and OP2 are displayed and
that you can edit them

Create and register Roles

Link Roles and Users

Register Device/Operation list

User name [Test1]

EXastr® gasic console Login ID [usert]
IT Automation Change password Logout

Description

Check access permission

Display filter

¥ Search from pulldown | v Search from pulldown ¥ Search from pulldown | ¥ Search from pulldown

Clear filter

Auto-filter

: pry— Users with "Can maintain" displayed in
G the link settings are able to edit.

(See more information on slide 22.)

Exastro




2.8 Check access permission(6/12)

| Check User 2's access permissions

Log in as User 2 and check the access permissions

@ Check that the Login ID is “user2” _
and the Login user is “Test2” in the upper right corner. Link Roles and Menus

@ Press roll button to see “Role B” is displayed

Create and register new users

Create and register Roles

Link Roles and Users

Register Device/Operation list

Exastro

IT Automation

Check access permission

Exastro



2.8 Check access permission(/7/12)

| Check User 2's access permissions Create and register new users
Log in as User 2 and check the access permissions

@ Check that the Login ID is “user2”
and the Login user is “Test2” in the upper right corner.

@ Press roll button to see “Role B” is displayed

EAantr,o Basic Console
utomation

Description

Display filter

Discar:

Exclude discarded racords v = ] 1
Search from pulldown ¥ Search from pulldown ¥ Search from pulldown | ¥ Search from pulldown ¥ Search | ¥ Search from pulldown
i *
2o

/i

g .
Auto-filter

List/Update

Filter result count: 1

Users with "Can maintain" displayed in
the link settings are able to edit.
(See more information on slide 20.)

Exastro



2.8 Check access permission(8/12)

Iucan maintain" access permiSSiOI‘l SettingS Create and register new users

If the link settings says "Can maintain”, Create and register Roles
the user will have access to the different edit functions.

Link Roles and Menus

Link Roles and Users

Register Device/Operation list

Check access permission

Register

Download all and edit file uploads AClose

Download all

[ Choose File | No file chosen

Upload file

Trace historyDownload all

If the user has “Can maintain” permissions,
functions such as “Update”, “Register”, “Upload file”
and others will be available.

Exastro




2.8 Check access permission(9/12)

Create and register new users

| Check User 3's access permissions

Log in as User 3 and check the access permissions

@ Check that the Login ID is “user3”
and the Login user is “Test3” in the upper right corner. Link Roles and Menus

@ Press roll button to see “Role C” is displayed

Create and register Roles

Link Roles and Users

LS CE[FAMAEZEA
012D [user3]

Register Device/Operation list

EXastro mxi>v—n
IT Automation

= Menu DASHBOARD

AAYA=a— P f— — Check access permission

HE—= ’

| g

EREE
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2.8 Check access permission(10/12)

| Check User 3’s access permissions Create and register new users
Log in as User 3 and check the access permissions

@ Check that the Login ID is user3
and the Login user is “Test3” in the upper right corner

@ Menu: Basic console > Device list
@ Display filter > Press “Filter”
@ Check that the user can view ,but not edit contents.

EXEISt[ﬂ Basic Console
IT Automation

Davice list Display filter

~_| The user will not be able to edit contents if
the permission settings is set to “View only”
(See Slide 22)

Contact administrator

Exastro



2.8 Check access permission(11/12)

Create and register new users

| “View Only” access permission settings

If the permission settings set to the link is set to “View only”, Create and register Roles
the user will not be able to edit the contents.

Link Roles and Menus

EXAsUro  Basic Console s | Link Roles and Users

= Menu

Main menu

Device fist Display filter vOpen Register Device/Operation list

Check access permission

Download all
Download all (Excel)

Trace historyDownload all

Trace historyDowrnload all (Excel)

Contact administrator

Edit functions such as “Edit,” “Abolish” and “Restore”
will not be available for users with “View only” permission.

Exastro




2.8 Check access permission(12/12)

Create and register new users

| Check user 4's access permissions
Log in as User 4 and check the access permissions Create and register Roles
@ Login ID: Log in as user4

@ Check that the Login ID is user4
and the Login user says “Test4” in the upper right corner Link Roles and Users

® As this user does not have permission to anything,
they should not be able to see anything.

Link Roles and Menus

Register Device/Operation list

User name
0 EXastro Login 0 [users o
IT Automation Check access permission

= Menu DASHBOARD

Exastro



3. Scenario 2
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3.1 Operation Environment

| Operation Environment
The following is required in order to finish this document’s scenarios.
You will need 1 server.

Client Device
- Windows10
- Google Chrome Google Chrome Exastro IT Automation

1.10.0
€] —

ITA Server

- ITA 1.10.0 Windows10

- Ansible 2.11.10

CentOS 7.8

%1 In this scenario, the host server will be running CentOS7. However, ITA can be implemented to any
RHEL7 or RHELS8 type OS.

Exastro




3.2 RBAC for Data records(1/3)

| Scenario 1

In this scenario, we will give the different roles access permission for all the
different data records. That way, the reader can experience the RBAC for Data
records function.

@ userl, who is linked to Role A, B and C, will be able to see Movel~4
@ user2, who is linked to Role B, will be able to see Movel~3
® user3, who is linked to Role B and Role C, will be able to see Move 1,3 and 4

/ a )

User name : System administrator Vser name [System Adminsrators
Login ID: administrator oon 2 leamn=re e
Role : System administrator

WE #E B BL Movementld Movement® | A—SREL—5  WES(T SN Movement-Playbocki@ OO ma mammaw memes
o — AR MEERR  WinRMBR AwS—EoDaES ATIEIRSA—E PoEEEO—IL >
P

\E 22 o] 2 LS w Oo—Jlc | 2021 /08/23 m;z;:sz SAFLEPE /
/. User name . TestZ User name [test2] \
Login ID: user2 Login ID [user2]
Role : Role B Change password ~ Logout

ME #% BEF B tovenentId Movement® A—SARL—5  WESAT R Wovemsnt PlaybockilE T 008 g mamwEm  mRERE
- - ARMEEES  WinweER AwS—trIan  ATIMIEA— PO y
Ip

weeseessc), O—)L8 64 22T LEEE

% bo
E 5 | 18 pove3 Ansible Legacy i o—ls | 20, 10:23:48 | AT LEPE

- ' ' J
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3.2 RBAC for Data records(2/3)

| Scenario 2(Figure)

Access permission per Movement

Role and User link

BTN G e

userl e Role A ()
user2 () Role B () o
user3 (] ([ Role C o

® ---With Default access ® ---Has access
permission

O---Without Default access
permission

What Movement can be seen by

which user
I e
userl

user2 O o

user3 () o ()

@ ---Movement displayed

Exastro



3.2 RBAC for Data records(3/3)

| Scenario Procedure
X Users who have completed Scenario 1 can start from chapter 3.5

3.3 Create and register new users
3.4 Create and register roles
3.5 Role - Menu link

3.6 Role - User link

3.7 Movement list registration

3.8 Check access permission

Exastro




3.3 Create and register new users

| Create and register new users Create and register new users

In order to check the different access permissions,
we will create 3 different users.

Menu: Management console > User list Link Roles and Menus
@ Register > Start registration
@ Follow the table below and press “Register”

Create and register Roles

Link Roles and Users

Register Movement list

EAXESU,O Management Console
utomation

= Menu

Check access permission

Description

N\
Display filter

e niae Login ID | Login PW

Register userl (Free fleld) Testl

& user2 (Free field) Test2
Q user3 (Free field) Test3

¥ *is a required item. l
S

Download all and edit file uploads

Role information

Exastro



3.4 Create and register roles

I Create and register roles Create and register new users
Create and register the roles that controls user access o .
eate and register Roles
Menu: Management console> Role list Link Roles and Menus
@ Register > Start registration Link Roles and Users
@ Follow the table below and press “Register”

Register Movement list

User name [System Administrator]

EXESII’O Management Console Login 1D [administrator]

Check access permission

IT Automation nge password  Logout
= Menu ROle name

Description

Main menu RO I e A

Display filter

Role B
Role C

Acces:

User fist

Role - Menu link list

Role - User link list

File delete list

Sequence list

Single-sign-on Basic
preference e
Download all and edit file uploads

Single-sign-on Attribute

User information

vOpen
L Menu information vOpen
Trace history wOpen

Contact administrator j
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3.5 Role -+ Menu link

Create and register new users

| Link role and Menu information

Link Menu to role and grant access permissions.
Menu: Management console> Role - Menu link list
@ Register > Start registration

@ Follow the table below and press “Register”

EXaStr® management Console
IT Automation

= Menu

Display filter

List/Update

N\

e lis
Auto-input .
ole - ink st
Role - User link list a
File delete ist s 2 required item.
Sex

e

: M E— Role A AnsibleLegacy: Movement list Can Maintain
Role B AnsibleLegacy: Movement list Can Maintain
Role C AnsibleLegacy: Movement list Can Maintain

Exastro



3.6 Role - User link(1/4)

I Link R0|e and User information Create and register new users
Link roles to the users. Create and register Roles

Link Roles and Menus
Menu: Management console> Role - User link list
@ Register > Start registration Link Roles and Users
@ Follow the table below and press “Register”(See next page)

User name [System or]
EXastro Management Console Login ID or)

IT Automation

Register Movement list

= Menu

Check access permission

Main menu

Display filter
System settings 2

List/Update

N\

a Role User ID: Login ID Default access
s name permission

L Role A administrator (blank)

Download all and edit file uploads

Role B administrator (blank)

Role C administrator (blank)
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3.6 Role - User link(2/4)

I Link Role and User information Create and register new users
Link roles to the users. Create and register Roles
Link Roles and Menus
Menu: Management console> Role - User link list
@ Register > Start registration Link Roles and Users
@ Follow the table below and press “Register”(See next page)

User name [System or]
Eant[O Management Console Login D or]
IT Automation

= Menu

Register Movement list

Check access permission

Main menu

et cetinge Display filter
List/Update
Rale - Menu link list g \
A\ Role User ID: Login ID Default access
name permission
S s Role A userl o
& T Download all and edit file uploads
- Role B userl (blank)
Role C userl (blank)
" S
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3.6 Role - User link(3/4)

I Link R0|e and User information Create and register new users
Link roles to the users.

Menu: Management console> Role - User link list
@ Register > Start registration
@ Follow the table below and press “Register”(See next page)

User name [System ol

Eant[O Management Console Login ID o
IT Automation

= Menu

Main menu

Display filter
System settings 2

List/Update

e (ID name User ID: Login ID

Rote ( ) It e "m"t n"
Role User ID: Login ID
name

Role B user2

Download all and edit file uploz
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3.6 Role - User link(4/4)

I Link Role and User information Create and register new users
Link roles to the users. Create and register Roles
Link Roles and Menus
Menu: Management console> Role - User link list
@ Register > Start registration Link Roles and Users
@ Follow the table below and press “Register”

Eant[O Management Console
IT Automation
= Menu Check access permission

Register Movement list

Main menu

System settings

e (ID name) User ID: Login ID Default access permission e - Last update date/time Last updated by
b Role User ID: Login ID Default access
name permission
{

Role B user3

Role C user3 ()
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3.7 Movement list registration

I Register new movement as Admin Create and register new users
In this section, we will register a new Movement so we can see the how
the Default access permissions work.

We can then configure access permissions
to the data we register
Menu: Ansible-Legacy > Movement list

@ Register > Start registration
@ Follow the table below and press “Register”

Eﬁ.ﬁiﬂg Ansible-Legacy

= Menu

Description
Main menu

Display filter
i

List/Update

Playbook files

Movement playbook link

Substitution value auto-
registration setting

Target host

— \ Movement | Host Access Only users that are linked to
— name specification permission Role access permission roles can
S format see and edit the data.
Download all and edit file uploads movel IP ROle A ROle B
move2 IP Role A
move3 IP Role B
move4 IP Role C
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3.7 Check access permissions(1/9)

Create and register new users

| Check User 1's access permissions

Log in as User 1 and check the access permissions

@ Check that the Login ID is “user1”
and the Login user is “Testl” in the upper right corner. Link Roles and Menus

@ Press roll button to see “Role A”, “Role B”, and “Role C” is displayed

Create and register Roles

Link Roles and Users

Register Movement list
Eﬁ%ﬁgﬁ Ansible-Legacy

= Menu DASHEOARD Check access permission
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3.7 Check access permission(2/9)

Create and register new users

| Check User 1's access permissions
Log in as User 1 and check the access permissions Create and register Roles
Menu: Ansible-Legacy > Movement list
@ Display filter > Press “Filter”

Link Roles and Menus

Link Roles and Users

Register Movement list

User name [Test1]

EXastro  ansible-Legacy s

= Menu

Check access permission

Display filter

Last update date/time Last updated by
Host specific for

¥ Search from pulidown ¥ Search from pulidg ¥ Search from pulidown

Remarks - Last update date/time

uplicate
U r move; nsible Legacy f2021/12/8 15:22:45
Discard move: nsible Legacy {2021/12/08 15:23:03
T 8 |movea Ansible Legacy Role C NG21/12/08 15:24:38

tistory || Duplicate [fupdatelf Discard move: nsible Legacy £2021/12/68 15:22:28
Dx

User 1 is linked to Role A, B and C,
meaning that it has permission to see
———l all the 4 registered Movements.
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3.7 Check access permission(3/9)

I Register new Movement as User 1 Create and register new users

In this section, we will register a new Movement so we can Create and register Roles
check how Default access permissions work.

Menu: Ansible-Legacy > Movement list
@ Register > Start registration Link Roles and Users
@ Follow the table below and press “Register”

@ Check that Role A is set as access permission role

Eﬁ%ﬁgﬂ Ansible-Legacy . .
Movement name Host SpECIflcatlon

= Menu

Main menu - format

Display filter movement 1 IP

Link Roles and Menus

Register Movement list

Check access permission

List/Update

Register a
.
nt 1D vement Nar Delay timer
cific fo

Download all and edit file uploads

serl has "Role A" set with "With Default access permission",
meaning that Role A will automatically be set as
Access permission role.
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3.7 Check access permission(4/9)

Create and register new users

| Check User 2's access permissions

Log in as User 2 and check the access permissions

@ Check that the Login ID is “user2”
and the Login user is “Test2” in the upper right corner. Link Roles and Menus

@ Press roll button to see “Role B” is displayed

Create and register Roles

Link Roles and Users

E?&%ﬁﬁfﬁ Lo e Register Movement list

= Menu DASHBOARD

eeeeee

Check access permission

Work history
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3.7 Check access permission(5/9)

| Check User 2's access permissions Create and register new users
Log in as User 2 and check the access permissions Create and register Roles
Menu: Ansible-Legacy > Movement list
@ Display filter > Press “Filter”

Link Roles and Menus

Link Roles and Users

Register Movement list

Eﬁ%ﬁs{g Ansible-Legacy

= Menu

Check access permission

Main menu

Movement list

List/Update

User 2 has Role B set to it, meaning that
only 2 Movements will be displayed.

Download all and edit file uploads

Contact administrator
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3.7 Check access permission(6/9)

| Register new Movement as User2 Create and register new users
In this section, we will register a new Movement so we can Create and register Roles
check how Default access permissions work.
Menu: Ansible-Legacy > Movement list Link Roles and Menus
@ Register > Start registration Link Roles and Users

@ Follow the table below and press “Register”
® Check that Role B is set as access permission role

Register Movement list

EXastro  ansible-Legacy "o ez Check access permission
Movement Host

; name specification vopen

format wopen

movement2 1P

Download all and edit file uploads

user2 has "RoleB" set with "With Default access permission”,
meaning that Role B will automatically be set as
Access permission role.
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3.7 Check access permission(7/9)

| Check User 3's access permissions

Log in as User 3 and check the access permissions

@ Check that the Login ID is “user3”
and the Login user is “Test3” in the upper right corner.

@ Press roll button to see “Role B” and “Role C” is displayed

Eﬁ%&gﬁ Ansible-Legacy
= Menu

DASHBOARD

MMMMMMMM

Create and register new users

Create and register Roles

Link Roles and Menus

Link Roles and Users

Register Movement list

Check access permission

Work history
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3.7 Check access permission(8/9)

| Check User 3’s access permissions Create and register new users
Log in as User 3 and check the access permissions Create and register Roles
Menu: Ansible-Legacy > Movement list
@ Display filter > Press “Filter”

Link Roles and Menus

Link Roles and Users

Register Movement list

EEEEH& Ansible-Legacy

= Menu

Check access permission

Main menu

Display filter

User 3 has Role B and Role C set to it,
e meaning that 3 Movements will be displayed.
The Movement registered using User 2 will also be displayed.
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3.7 Check access permission(9/9)

I Register new Movement as role 3 Create and register new users

In this section, we will register a new Movement so we can
check how Default access permissions work.

Menu: Ansible-Legacy > Movement list

@ Register > Start registration

@ Follow the table below and press “Register”

3 Check that Role B and Role C is set as access permission role

Movement Host
£7EXaSUO  ansible-Legacy name specification
format

o g movement3 IP

Register

Download all and edit file uploads

Trace history Po i n t

User3 has “RoleB” and “RoleC” set with “With Default access permission”,
meaning that both Role B and C will automatically be set as
access permission role.
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